**Video Title:** Financial Sector Cybersecurity

**Video URL:** <https://www.youtube.com/watch?v=hY7-KPtj8C4>

**Running Time/Source:** 5:41, StaySafeOnline.org/YouTube

**Close Caption Available:** Yes

This video contains discussion of cybersecurity in the financial sector. Cyber security is a major problem nowadays in financial services. Attacks require an entry point where someone clicks on a link on the internet or in their email. Government intelligence and law enforcement agencies are working to stop cyber criminals in cooperation with the financial sector. Public-private partnerships help to prevent cyberattacks. Anyone can take steps to prevent cybercrime: (1) always be suspicious of emails, (2) install anti-virus protection, (3) forward suspicious emails to your information security team at work, and (4) when in doubt, do not click an email and delete it. Visit the Department of Homeland Security website at www.dhs.gove/stopthinkconnect.

Questions:

1. What is cybersecurity?
2. What role does government play?
3. Does government work with companies on this problem?
4. What can you do to prevent being a victim of cybercrime?
5. At what government website can you get more information?